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CyberSecurity Malaysia has appointed School of Computing, 
Universiti Utara Malaysia as an authorised Global ACE 
Certification Training and Examination Centre. We offer professional 
training and certification in the northern region of Malaysia for:

• Certified Information Security Management System-
ISO/IEC27001: 2013 - Auditor (CISMS) 

• Certified Information Security Awareness Manager (CISAM) 

Programme Learning Outcomes

• Acquire knowledge and skills in cybersecurity to meet 
the industry demands

• Plan and manage organisational computing resources 
to achieve current cybersecurity needs 

Target Participants

• IT Officers/Executives
• Chief Information Officers
• IT Practitioners 
• Information Security Practitioners

Training Programmes
Each programme
RM 3,300

Package (CISMS + CISAM) 
RM 5,500

Group Package (3 participants)
RM 2,800 / pax for each programme

HRDF Claimable & CPD points

Scan the QR code for registration

FEE

• • • • • • • • • • • • • • • • • • • • • • •

• • • • • • • • • • • • • • • • • • • • • • •

CONTACT

Content & Curriculum 
Ts. Dr. Norliza Katuk 
k.norliza@uum.edu.my
04 9285251 / 019 5443844

Dr. Khuzairi Mohd. Zaini
khuzairi@uum.edu.my
04 9285079 / 019 4526027

Payment & Registration  
Mrs. Rafiza Md. Isa
rafiza@uum.edu.my
04 9285079 / 017 5686451

Training Calendar

Training DatesProfessional Certification 
Programmes

Examination Date

Certified Information Security 
Management System 
ISO/IEC27001: 2013 - Auditor 

Certified Information Security 
Awareness Manager

24-25 January 2021
19-20 September 2021
18-19 September 2022

21-22 February 2021
20-21 February 2022
19-20 February 2023

31 January 2021
29 September 2021
28 September 2022

3 March 2021
2 March 2022
1 March 2023

Venue - School of Computing, UUM Sintok



Certified Information Security Management 
System ISO/IEC 27001:2013 – Auditor

Certified Information 
Security Awareness Manager 

Certified Information Security Management 
System (CISMS) is a 2 days hands-on training and 
certification programme that  will be explored 
more deeply on the objectives of having ISMS Audit 
and explain the responsibilities and roles of an 
Internal Auditor in maintaining the effectiveness of 
controls; and improvement of the management 
system in ISO/IEC 27001:2013.

Objective

• This course is designed to learn practical skills 
and knowledge to conduct internal audits 
and contribute to the continual improvement 
of the information management system in 
accordance of ISO/IEC 27001:2013.

Content

• Introduction
• Control Objectives & Control
• Audit Cycle
• Audit Cycle - Plan
• Audit Cycle - Execute
• Audit Cycle - Follow-up
• ISMS Certification

Target Participants

• Information Security practitioner 
• Internal Auditors of any discipline 
• ISMS Implementers and Management

Certified Information Security Awareness Manager 
(CISAM) is a 2 days hands-on training and certification 
programme that provides the essential know-how, 
enabling information security professionals to develop 
and manage an effective security awareness 
programme for their organization.

Objectives

• Identify the “As-Is” state of your organisation’s 
awareness and competence levels;

• Understand the difference between 
awareness, training and education;

• Build and maintain a comprehensive 
awareness and competence programme, 
as part of an organisation’s information 
security programme;

• Identify awareness, training and competence 
needs, develop a training plan, and get 
organisational buy-in for the funding of Select 
awareness, training and competence topics; 
Find sources of awareness and training materials; 

• Implement awareness and training material, 
using various methods;

• Evaluate the effectiveness of the programme; 
Understanding and overcoming the obstacles 
to success; Update and improve the focus of 
technology and organisational priorities 
change; and

• Create an effective social engineering 
assessment programme.

Content

• Introduction

• Designing an Awareness and 
Competence Programme

• Developing Awareness and Competence Material

• Implementing the Awareness and 
Competence Programme

• Post-Implementation

• Overcome Obstacles to Success

Target Participants

• Information security officers / ISMS managers
 • C-level executives
 • Security auditors, risk and compliance managers 

• Training managers / Human resource managers 

• Anyone responsible to plan and execute 
security awareness
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